Job Title: Information Security & Risk Analyst

Location: New York

Picture yourself as an Information Security & Risk Analyst on a high-caliber team responsible for global information security and contingency planning for a publicly-traded Financial Services firm. The Information Security & Risk Analyst will be responsible for coordinating with global teams to assess, design, and implement various aspects of the firm’s information security and business continuity programs, while also conducting risk assessments related to security, business continuity, and vendor management.

Description/Responsibilities
- Promote and maintain a culture of preparedness and survivability across the organization through the implementation of processes and procedures in enterprise security, resiliency, and crisis management.
- Enforce and maintain access control and identity access management programs.
- Conduct security risk and business impact assessments; liaise with global business, legal, compliance, and technology teams to remediate or mitigate discovered risks.
- Serve as a primary point-of-contact for business units on information security and contingency matters.
- Assist with client, audit, and regulatory inquiries and documentation requests.

Technical Qualifications/Required Skills
- Excellent PC skills (Word, Excel, PowerPoint, Outlook).
- Understanding of Windows and Unix operating system fundamentals.
- Working knowledge of three or more of the following technical areas: information security policy, identity and access management, anti-virus and malware, secure system development, vulnerability management, operating system security, network segmentation, encryption and key management, network segmentation, file integrity monitoring, and logging.

Non-Technical Qualifications/Required Skills
- Ability to identify problems, analyze data, and present conclusions effectively to both technical and non-technical staff, senior management, clients, and regulators.
- Excellent organization and prioritization skills; ability to multi-task on various projects simultaneously.
- Ability to be both a self-starter and a team player in a fast-paced, dynamic environment.

Education/Experience Requirements
- Bachelor’s degree in Information Security, IT Risk Management, Information Technology, or related discipline. Advanced degree a plus.
- 1 – 3 years experience of Information Security, IT Risk Management, or IT Audit, preferably in the financial services industry. Internship and/or Co-Op experience a plus.
- Exposure to regulatory programs such as SOX, GLBA, etc.
- Industry certifications (CISSP, CISM, CISA, CRISC) a plus.

To Apply: Interested candidates should send a resume to careers@itg.com and include Information Security & Risk Analyst in the subject line.